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Purpose

To facilitate international regulatory convergence on medical device cybersecurity with
open discussion and sharing best practices that are understandable and feasible for all
stakeholders supporting innovation and timely access to safety and effective medical
device globally.

Rationale

Convergence of global healthcare cybersecurity efforts Is necessary to ensure that patient
safety IS maintained and innovation Is encouraged. But current disparate regulations
between national and international agencies do not provide the consistency needed to
ensure that medical device cybersecurity contributes to this goal.
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